Privacy Policy

1.1. This Privacy Policy (hereinafter, the "Policy") is the document of SolarGroup LTD.
which is a company with registration number 15658 and registered office at Hamchako,
Mutsamudu, Anjouan Autonomous Island, Comoro Islands (hereinafter referred to as
the "Company", "we", "our" or "us"). This Policy describes the ways in which we collect,
store, use and disclose information, including personal information, and data that our
users ("Users" or "you") provide or that we collect in connection with our website
available at https://reg.solargroup.pro (hereinafter, the "Platform"). In addition, this

Policy describes your rights and choices regarding your information.

1.2. The purpose of this Policy is to ensure that information about Users, including their
personal data, is properly protected from unauthorized access and disclosure.

1.3. Relations related to the collection, recording, systematization, accumulation,
storage, clarification, extraction, use, transfer (distribution, provision, access),
depersonalization, blocking, deletion, destruction of personal data, carried out with or
without the use of means of automation, as well as the protection of information about
Platform Users, shall be governed by this Policy and Agreement, as well as by
applicable legislation.

1.4. The condition for using the Platform is the User's consent to this Policy and the
Agreement. By registering and/or using the Platform, you consent to the processing of
personal data in accordance with this Privacy Policy. By each access and / or actual use
of the Platform, the User agrees to the terms and conditions of this Policy, as well as
the terms and conditions of the Agreement available at https://reg.solargroup.pro (as
amended at the time of actual use of the Platform). A number of terms used in the
Policy have meanings defined in the Glossary.

1.5. An up-to-date version of the Policy is available to any Internet User at
https://reg.solargroup.pro. This Policy is subject to change by the Company. Any
changes to the Policy shall be made by the Company independently and shall come into
effect on the day following the day of publication of such changes. The User undertakes
to familiarize himself/herself with the changes made to the Policy. The User's actual
use of the Platform after changes to the terms and conditions of this Policy mean that
the User agrees to the new terms and conditions.

1.6. Please note that the scope of this Policy is limited to information and data
collected or received by the Company through your use of the Services.

1.7. If you do not want the Company to collect, store, use or share your information in
other ways described in this Policy, you should stop using our Services.

2. Terms and conditions of use of the Platform

2.1. By providing services for the use of the Platform (hereinafter, the "Platform
Services"), the Company, acting reasonably and in good faith, believes that the User:

e has all the necessary rights to register and use the Platform;



¢ indicates true information about himself/herself to the extent necessary to use
the Platform Services;

e understands that the information about himself/herself posted by the User on
the Platform may become available to other Users of the Platform and Internet
users, may be copied and distributed by these users;

o realizes that some types of information transmitted by him/her to other Users
cannot be deleted by the User himself/herself;

o is familiar with this Policy, agrees to it and accepts the rights and obligations set
forth herein.

2.2. The Company does not verify the accuracy of information received (collected)
about Users, unless such verification is necessary to fulfill the Company's obligations to
the User, reflected in the Agreement, in this Policy or enshrined in the applicable
legislation.

3. How we use your information

3.1. The Company's primary purposes in using your information are to create your
account, provide the Services to you, troubleshoot problems, improve and optimize our
Services, contact you, conduct research and create reports for internal use. We use
information collected through our Service for the purposes described in this Policy or
disclosed to you in connection with our Service. For example, we may use your
information for:

Creating accounts and enabling users to use our Services;

Identifying and suggesting connections with our other users;

Operating and improving our Services;

Understanding you and your preferences to enhance your experience and

enjoyment of our Services;

Responding to your comments and questions and providing customer service;

e Providing and delivering the products and services you request;

o Delivering advertising and marketing information and promotional materials to
you;

¢ Sending you related information, including confirmations, invoices, technical
notices, updates, security alerts and support and administrative messages;

e Communicating with you about promotions, contests, awards, upcoming events
and other news about products and services offered by the Company and our
select partners;

e Conducting and administering competitions held by the Company;

¢ Providing you with the ability to communicate with other users;

Linking or combining it with other information we receive from third parties to

better understand your preferences and provide you with better services.

4. Description of user information
4.1. Information processed by the Company includes:

4.1.1. Credentials, which are defined as:



e User Data provided by the User to create an account during registration on the
Platform, which may include information about yourself when you register and/or
use the Platform, including your name, age, gender, email address, phone number
and language settings;

e Additional information provided by the Users when editing their account while
using the Platform;

e Any additional data provided by the User at the request of the Company in
connection with its obligations to the User arising from the Agreement.

o Credentials received by the Company to the extent necessary and sufficient to
classify them as personal data in accordance with the User's national legislation
are processed by the Company as personal data under the terms and conditions
of this Policy.

4.2. The Company processes the above-mentioned data in order to execute the
Agreement with the User, in particular to provide access to the Platform, to manage and
administer the Platform, to confirm the ownership of the account on the Platform to the
applicant requesting the restoration of access to the account, as well as to
communicate with the personal data subject when necessary, including sending
information messages and announcements of events on the Platform.

4.3. Other data required for the operation of the Platform, namely:

4.3.1. data about technical means (devices), technological interaction with the Platform
(including host IP address, User's operating system type, browser type, geographical
location, Internet provider), browser history (including content you have viewed on the
Platform), information about your mobile operator, time zone, information about your
cell phone, including your device model, screen resolution, operating system and
platform, as well as information about your use of the Platform.

e Location data. When you use the Platform on a mobile device, we may collect
information about your location. With your consent, we will also collect global
positioning system (GPS) data and mobile device location information. This is
necessary to comply with local law requirements on the provision of information
and restrictions on access to prohibited information automatically received when
you access the Platform using bookmarks (cookies), as described below;

4.3.2. information created by Users on the Platform outside the account editing
section;

4.3.3. information obtained as a result of the User's actions on the Platform, in
particular information about the addition of any content;

4.3.4. information obtained as a result of actions of other Users on the Platform;
4.3.5. summarized analytical information on the use of Internet services;

4.3.6. metadata. When a video is uploaded to the Platform ("User Content"), certain
metadata associated with the User Content is automatically uploaded. Basically,

metadata describes other data and provides information about your User Content that
will not always be visible to other users viewing your User Content. Metadata may



contain information about how, when, and by whom a User Content item was created
and in what format it was created. They also include information such as your account
name, which allows other Users to identify that the video was created within your
account.

4.4. The Company processes the above data in order to execute the Agreement with the
User, in particular to provide access to the Platform, to manage and administer the
Platform and to improve the operation of the Platform.

4.5. Special categories of personal data relating to health, political opinions, religious or
philosophical beliefs, personal life are not subject to processing; if local law provides
for other categories of personal data classified as special, the relevant provisions of the
applicable legislation shall apply.

4.6. The Company does not intend to process biometric data (in particular, it does not
use images to identify users) and special categories of data and does not process
them.

4.7. By posting information about himself/herself, the User understands that it may be
available to an unlimited number of Internet users, subject to the settings of the desired
level of privacy.

5. Cookies

5.1. Cookies are small pieces of data that websites request from the browser used on
the User's computer or mobile device. Cookies are stored locally on the User's computer
or mobile device. Cookies contain information that allows us to determine the User's
preferences, information about the equipment used, the date and time of the session,
etc.

5.2. The Company collects and processes Cookies in relation to Users visiting the
Platform. Cookies are processed by the Company solely for the purposes specified in
paragraph 3 of this Policy, under the terms and conditions and in the manner specified
in this Policy.

5.3. We use the following types of Cookies:

5.3.1. Required Cookies. These are Cookies that are necessary for the Platform to work.
These include, for example, Cookies, which allow you to access secure areas of the
Platform.

5.3.2. Functional Cookies. These Cookies are used to identify you when you revisit the
Platform. This allows us to personalize the website content for you, greet you by name,
and remember your preferences (such as your chosen language or region). These
Cookies support the login function of the Platform for 90 days.

5.3.3. Targeted Cookies. These Cookies record your visits to the Platform, the pages
you open and the links you click, including your use of other websites or applications.
We will use this information to make the Platform and the advertisements placed on it
more relevant to you. We may also share this information with third parties to



accomplish this purpose. Our service providers may also use information about your
use of our Platform to show you targeted advertising on other websites and
applications.

5.3.4. Analytic Cookies. Analytics Cookies are statistical audience measurement
systems that we use in relation to our services to determine what web pages you visit
and how you use the Platform.

5.4. Cookies received by the Company may be processed by the web analytics service
Yandex.Metrica.

6. Disclosure of information about Users to third parties

6.1. The Company does not share your personal information except as approved by you
or as described in this Policy.

6.2. The Company may share the information we collect or receive with third parties for
the following purposes:

6.2.1. With service providers who perform services on our behalf;

6.2.2. With our affiliates;

6.2.3. For analytical studies and research;

6.2.4. When we have a good faith reason to believe that we must disclose information in
response to lawful requests by public authorities, including law enforcement authorities
or for legal purposes;

6.2.5. To comply with any applicable laws or legal acts;

6.2.6. When we believe, in our sole discretion, that our Services are being used to
commit a crime, including reporting such criminal activity or sharing information with
other companies and organizations for fraud protection, credit risk mitigation and other
security measures;

6.2.7. To protect our or third parties' legal rights, to investigate fraud or to defend
against legal claims;

6.2.8. As part of a business transfer such as a merger, acquisition or in bankruptcy;
6.2.9. We may share aggregated or anonymized information about you with advertisers,
publishers, business partners, sponsors and other third parties;

6.2.10. We may use analytics services provided by third parties. These service
providers may use cookies to collect information about your online activities on this and
other websites over time for non-commercial purposes.

7. Safety measures

7.1. The Company takes reasonable steps to protect your information against
unauthorized access, loss, misuse or alteration by third parties. While we make good
faith efforts to store information collected as part of the Services in a secure operating
environment that is not accessible to the public, we cannot guarantee the absolute
safety of that information while it is being transmitted or stored on our systems.
Furthermore, while we endeavor to ensure the integrity and security of our networks and
systems, we cannot guarantee that our safety measures will prevent third parties from
illegally accessing this information. We do not guarantee or represent that your
information will be protected against loss, misuse or alteration by third parties. No
method of transferring data over the Internet or method of electronic storage is 100%
secure. Therefore, we cannot guarantee absolute safety.

8. Data storage



8.1. The Company will retain your personal data for as long as necessary to provide the
Services to you, unless the Company is required by law to delete that data or unless the
Company accepts your request to delete it. We will also retain and use your personal
data in order to comply with our legal obligations, resolve disputes and execute our
agreements.

9. Our policy on minors

9.1. We do not knowingly collect or solicit personal information from anyone under the
age of 18, and we do not knowingly permit such persons to use our Services. If you are
under 18 years of age, please do not send us any information about yourself, including
your name, address, phone number or e-mail address. No one under the age of 18 may
provide any personal data. In the event that we learn that we have collected personal
information from a child under the age of 18, we will delete that information as soon as
possible. If you believe we may have information from or about a child under the age of
18, please contact us. The above information does not apply to persons who have
reached the age of majority before the age of 18.

10. Transfer of personal data outside your country

10.1. We may transfer information collected about you to affiliates or other third parties
across borders and from your country or jurisdiction to other countries or jurisdictions
around the world. Please note that these countries and jurisdictions may not have the
same data protection laws as your jurisdiction, and we take steps to ensure that
adequate safeguards are in place to allow the transfer of information and use and
disclosure of information about you, including personal data, as described in this Policy.

11. Legitimate grounds for processing

11.1. In some cases, we process your personal data when it is necessary for the
performance of a contract to which you are a party, for example, to provide you with the
Services. We may also process your personal data to respond to your inquiries
regarding our products and services.

11.2. In other cases, we process your personal data where required by law. We may also
process your personal data if this is necessary to protect your interests or those of a
third party.

11.3. In addition, we process your personal data where necessary to prevent fraud,
improve our network and services and market our services to advertisers and
publishers, and these interests shall not override your data protection rights.

11.4. Where the processing of personal data is necessary and there is no other lawful
basis for such processing, we will generally ensure that your consent has been
obtained. You have the right to withdraw your consent to the processing of personal
data at any time.



